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NOTE: These instructions require access to your modem through a physical connec-
tion. Please proceed with the steps below on a computer or laptop that is connected
to your modem via an Ethernet Cable.

1. Goto your internet browser (i.e. Chrome, Firefox, or Internet Explorer) and enter 192.168.1.1

_/New Tab x \\_‘\‘

C [ 192.168.1.1

Login with your modem credentials, the default credentials are:

Username: admin
Password: ekw7566V

If you are unable to login, please contact support for assistance.

Navigate to the Advanced Setup section from the left menu, then click NAT on the submenu, then Virtual Servers. On
the page that opens, click “Add” to create a new Port Forwarding rule.
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NAT -- Virtual Servers Setup

Virtual Server allows you to direct incoming traffic from WAN side (identified by Protocol and External port) to the Internal server with private IP address on the LAN side. The
Internal port is required only if the external port needs to be converted to a different port number used by the server on the LAN side. A maximum 32 entries can be

configured.
Server External Port External Port Protocol 'Mternal Port Internal Port Server IP WAN Interface LAN Loopback Enable/Disable Remove
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2. You can now create a port forwarding rule from this menu.

Device Info
Advanced Setup
Layer? Interface
WAN Service
VPN
Ethernet Mode
LAN
NAT
Virtual Servers
Port Triggering
DMZ Host
ALG
Multi Nat
Security
Parental Control
Quality of Service
Routing
DNS
DSL
UPnP
DNS Proxy
Interface Grouping
IP Tunnel
Certificate
Power Management
Multicast

Diagnostics
Diagnostics Tools
Management
Logout

NAT -- Virtual Servers

Select the service name, and enter the server IP address and click "Apply/Save” to forward IP packets for this service to the specified server.

NOTE: The "Internal Port End" cannot be modified directly. Normally, it is set to the same value as "External Port End”.However, if you modify "Internal Port
Start”, then "Internal Port End” will be set to the same value as "Internal Port Start”.

Remaining number of entries that can be configured:32

Service Name:
® Select a Service: | Select One
Custom Service: |

Server [P Address: |152.158.1

Status: v

Apply/Save

External Port Start External Port End  Protocol  Internal Port Start Internal Port End

TCP
TCP
TCP
TCP
TCP
TCP

TCP

TCP
TCP
TCP
TCP
TCP

Select a Service this is where you can add the port forwarding using a template for the service you are trying to forward.

Custom Service is where you type a name for the forwarding that you are doing so that you know what the forwarding

is for.

Server IP Address is where you enter the IP of the device on your internal network you want to forward the ports to.

Status drop down is where you “Enable” or “Disable” the forwarding rule you are trying to setup.

External Port Start / End is the port that the application needs forwarded to the internal computer.

Protocol this would be the type of traffic that you want to forward to the internal device.

Internal Port Start / End is the port that you want the internal machine to receive the information on.

Apply/Save is what is used to save the changes you have made to the forwarding rules.
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